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Responsable :

Mis à jour :

L'utilisation de programmes utilitaires capables de contourner les mesures de sécurité du système et des applications est restreinte et étroitement contrôlée afin de s’assurer que l'utilisation de programmes utilitaires n'endommage pas la sécurité de l’information.

Exemple des personnes concernées (autorisations privilégiées) :

* les administrateurs système
* les administrateurs de bases de données
* les administrateurs réseau
* les administrateurs applications métier
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| Utilisateur privilégié | Accès programme utilitaire | Date d’autorisation | Date limite | Autorisation par | Remarque |
|  |  |  |  |  |  |
|  |  |  |  |  |  |
|  |  |  |  |  |  |
|  |  |  |  |  |  |
|  |  |  |  |  |  |
|  |  |  |  |  |  |
|  |  |  |  |  |  |
|  |  |  |  |  |  |
|  |  |  |  |  |  |
|  |  |  |  |  |  |
|  |  |  |  |  |  |
|  |  |  |  |  |  |
|  |  |  |  |  |  |